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Memorial Hermann
Health System

Eases Email Encryption
with Zix

Learng w Merg rial Hermann uses

ZIXEncryptgt easily secure ge tected health
iRt rmagk n ang. ther sensitive data









Automation Enables Protection
and Compliance

Just as encrypted email isg nvenientgd receive, itis als & nvenientgt send. With. ute f-the-H x

ayt matic g liciesgf r Health Insurance £ rtability and Acg untability Act HIPAA), & cial Security numbers
and financial igf rmagi n, Merg rial Hermann has & nfidence that emails with sensitive igf rmagi n in the
messagg- r attachment are g tected. When a g licy is triggered, emails can be encrypted, 3l ckeg. r
quarantined depending. n the & ntent, sendeg r recipients § therg licies.

“Zix email encrypfi nand g licies are a waysk r usgk meeg ur HIPAA requirements and aygt matically
prevent spillagegt r evegi ne ig. Ug rganizafi n. It serves as ag st saving measure, keeping us § m facing
fines relatedst a breach,” said Santiarg .

HIPAA requires that ge tected health igf rmagi n PHI) be “unusable, unreadabley rindecipherable’st
unautp rized individuals. b re than 1,200 U.S. & spitals trust ZixEncryptgt assist with their & mpliance
when exchanging PHI in email.







